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What is SSCP - Systems Security Certified Practitioner
SSCP is a security training with the aim of providing people with a basis in the field of information / cyber
security. No previous experience is necessary for this field. The SSCP training provides a broad basic
knowledge for daily practice.
A good approach to cyber security, with proportional actions aimed at the right threats, requires insight.
Insight into the interests that we need to protect and into the corners from which the greatest threats arise.
Cybersecurity must above all offer solutions that do not hinder innovation, efficiency or ease of use. A
security specialist must therefore be broadly trained to be a fully-fledged discussion partner when it comes
to information security.
But knowledge of security is not only necessary for people who work as security professionals,
administrators, administrators and engineers are also faced almost daily with security-related topics such as
encryption, granting access to the right people, or unlocking systems.

Who should attend SSCP - Systems Security Certified Practitioner
This training is intended for the following people:

Anyone who wants to obtain a certificate that demonstrates a certain degree of experience in the
field of security;
Juniors and Mediors who want to grow further within information and cyber security;
Anyone with a role as administrator, engineer or manager who wants to learn more about security;
Anyone with an interest in security.

Prerequisites



No specific prior knowledge or training is required.
In addition to the course, participants are expected to invest time in reading the book (estimated about 6-10
pages per hour = 55 to 90 hours), and to make test exams themselves before the exam.
The official (ISC)² exam is not included. This can be booked at one of the selected Pearson VUE exam
centers.

Objectives

At the end of the course the participant has:
A good insight into the 7 domains within the CBK;

Access Controls
Security Operations and Administration
Analysis and Monitoring
Cryptography
Networks and Telecommunications
Malicious Code / Malware
Risk, Response, and Recovery

Provided sufficient foundations to successfully pass the SSCP exam;
A good insight into the applicability of the theory in daily practice.



If a third-party copyright applies to this course, you will find the copyright on
https://academy.capgemini.nl/en/topic/trademarks/

Capgemini Academy’s general terms and conditions are applied to all products and services
mentioned within this document. For the latest version please check
https://academy.capgemini.com/. The rates of products and services mentioned in this document
are subject to change. For the most recent rates, please also visit our website.

About Capgemini Academy

Capgemini Academy’s professionals offer what people in IT need. Our professionals have a keen
eye for motivation, talent and are aware of specific contexts and circumstances. They move people
to move. Programmes and courses that originate from daily experience of our both didactical and
substantively strong trainers, light a fire within the individual IT professionals.
Real life stories of our professionals’ experience that tell how to solve problems and work with the
people around it, do the rest.

An organization, like ours, helps people and their organizations day by day to get the best out of
themselves and each other. We prepare them to defy tomorrow’s challenges. We stimulate learning
and curiosity. In order for individual IT professionals and their employers, to build better, longer and
more intensive relationships. For mutual benefit.

Capgemini Academy. We transform IT professionals
academy.capgemini.nl
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